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STRUCTURAL BEHAVIOUR OF CONCRETE BEAMS USING FIBER OPTIC SENSOR AND
REPLACEMENT MATERIALS

M. Seetha, A. Premalatha, G. Sandhiya and S. Lokesh
Assistant Professor, Narasu’s Sarathy Institute of Technology, Salem

ABSTRACT

Civil structures are important to society. For durable and safe service lives, good design, quality construction
as well as appropriate management during service are important goals of structural engineering management
and monitoring are often essential parts of managing activities. Therefore, monitoring structures from
construction to the end of the service may be useful for concrete structures, this includes monitoring during the
early age. In this paper we had develop a structural health monitoring using fiber optic sensor and strength of
concrete improved by E-Waste. For many point view, fiber optic sensors are the ideal transducers for civil
structural monitoring. Being durable, stable from the incentive to external perturbations. They are particularly
interesting for the long term health. Now a day’s in India the construction is slowed down due to the increase in
demand and unavailability of construction materials at feasible cost. Using alternative materials will overcome
this problems an effort have been made in the construction industry to use non-bio degradable components of
E-waste as a partial replacement for the coarse aggregate. And manufactured sand as a fine aggregate. It is
purpose made fine aggregate produced by crushing and screening or further processing i.e. washing, grading,
classifying of quarried rock, cobbles, boulders or gravels from which natural fine aggregate had been removed.
An experimental study is made on the utilization of E-waste particles as coarse aggregate in concrete with a
percentage replacement ranging from 0% to30% with the strength criteria of M40 concrete. Compressive
strength, tensile strength, flexural strength of concrete with and without concrete as a coarse aggregate and the
stress and strain induced in the structural member by using optical fiber sensor was observed. Ultrasonic tests
on strength properties were executed and the feasibility of utilizing E-plastic particles with partial replacement
of coarse aggregate and fiber optic sensor for structural health monitoring has been presented.

Keywords: Coarse Aggregate, Crushed E Waste, M sand, Fiber Optic Sensor, Compressive Strength, Flexural
Strength, Tensile Strength, Stress Strain Curvature.

1. INTRODUCTION

The degradation of concrete structures is a major infrastructures problems in many parts of the world. In the last
years there is an increasing acknowledgement of our impact on the environment due to our life style. While the
need to adopt a more sustainable approach concerning our consumption habits emerges as of particular
significance. Monitoring of new and existing structures is one of the essential tools for a modern and efficient
management of the infrastructure network.

This study intended to find structural behavior of fiber optic sensor by using replacement materials as e waste
and m-sand. There are inherent advantages of fiber optic sensors which include their ability to be light in
weight, very compact and small in size. Easy to launch light, low ISI, resistance to electromagnetic interference,
high sensitivity, wide bandwidth and environmental ruggedness make them widely used in different fields [2].
All these mentioned characteristic make best use of optical fiber sensor and the networks which are made up of
optical fiber are very advantages in industry for long time investment. The effective ways to reutilize the
electronic waste particles (WEEE) as a coarse aggregate and manufactured sand (M-SAND) as a fine aggregate.
E-waste describes loosely discarded, surplus, obsolete, broken, electrical (or) electronic devices. Rapid
technology change, low initial cost has resulted in a fast growing surplus of electronic waste around the globe
[1]. Several tonnes of E-waste need to be disposed per year. Traditional landfill (or) stock pile method is not an
environmental friend solution and the disposal process is also very difficult to meet EPA regulations. How to
reuse the non-disposable e waste becomes an important an important research topic. Amnon and Hadassa
(2006) studied the effect of high levels of fine content on concrete properties. Hudson B.P. (1997) has taken a
review of various tests in his article manufactured sand for concrete. llangovan et.al (2006) studies the strength
behaviour of concrete by using crushed rock dust as a fine aggregate. They investigated the possibility of using
crushed rock as a 100% replacement for sand, with varying compaction factor [3]. On this basis M-sand offers
viable produced by crushing and screening (or) further processing i.e., washing, grading, classifying of quarried
rock, cobbles, boulders (or) gravels from which natural fine aggregate had been removed.
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2. BASIS OF LIGHT TRANSMISSION IN OPTICAL FIBER

Snell’s law and the concept of total internal reflection can explain the transmission of through light optical fiber.
Snell’s laws relates index of refraction and incoming and outgoing angles for light passing from one material to
another by equation:

N1 Sin 01 = N2 Sin 02.

Optical Optical i
Laser 5ystems syslems fff D
Il.. B 5 5 @
R F |hc/ i ]
Fiber? Fiber]
ample <

When a light traverse from a fiber core that has higher refractive index into the cladding with a lower refractive
index, the light wave is totally reflected back into the core. 3.

3. RESEARCH SIGNIFICANCE

3.1. E-waste

Globally about 20-50 million tons of e-waste are disposed of each year, which accounts for 5% of all municipal
solid waste. When this waste ends up in landfill, it creates leaching problem which in turn contributes to the
pollution of ground water resources. There are two small (WEEE) organized e-waste recycling facility in India
A report of the United Nations predicted that by 2020, e-waste from old computers would jump by 500% on
2011 levels in India additionally e-waste from discarded mobile phones would be higher about 18 times in India
then 2007 levels. Such prediction highlight the urgent need to address the problem of e-waste in developing
countries like India, were the collection and management of e-waste and the recycling process is yet to be
properly regulated printed circuit board (PCB) is a very usual part of almost every electronic product. The vast
annual production of PCB waste creates environmental concerns because of the leaching of toxic chemicals into
landfills when it is dumped and incineration produced dioxins and furans which persist in the environment for a
long period due to the task of dealing with the disposal of non cyclable parts and the expense incurred in dealing
the toxic waste, recycling is non willingly done. Hence it is necessary to arrive at a cost effective and
environmental friendly solution for the disposal of PCB waste. Accordingly, this paper examines the feasibility
Of utilizing the non-metallic portion of printed circuit board in concrete making.in particular waste strips from
the culling of printed circuit board are taken for the work.

3.2. Manufactured sand

The main objective of the present work was to systematically study the Percentage replacement of manufactured
sand by natural sand as 0%, 20%, 40%, 80%, and 100% on Strength properties of concrete. The study was
carried out on M40 grade concrete with 0.45 water cement ratio. Manufactured sand can be used as replacement
of fine aggregate, but it has to satisfy the technical requisites like workability and strength. On this aspect
research on concrete with manufactured sand is scarce, so this paper also investigates the concrete produced
with manufactured Sand [3].

4. EXPERIMENTAL DETAILS FOR REPLACEMENT MATERIALS

Coarse aggregate

Fine aggregate

Natural M Coarse E-
Property sand sand | aggregate | waste
Specific 2.44 2.37 2.67 1.74
gravity
Finess 4.665 4.265 - -
modulas
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Impact - - 857% | 4.1%
value

Water 6.5% 6.6% 15% 5%
absorption

Table-1: Physical properties of materials

4.1. Concrete Mixes

The E-waste and manufactured sand contents are calculated on weight basis as coarse aggregate and fine
aggregate in the conventional mix: The fineness modulas of coarse aggregate with various E-waste contents is
observed as 5.236.The divided particle size is assumed between 10mm and 20mm.Then E-waste particles
considered as partial replacement of coarse aggregates. The fineness modulas of manufactured sand is 4.264.so,
The M-sand is considered as partial replacement of fine aggregate to substitute and remaining mix ratio as the
same with conventional mix are listed below in table 2. The strength criteria of M40 grade concrete mix were
analyzed.

Mix specification ControlMixA| Al | A2| A3 A4 A5
Proportion of E- waste 0% 4% | 8%| 12% | 16% 20%
Manufactured sand 0% 20% | 40% | 60% | 80% 100%
Table-2: Mix specifications

4.2. Tests

Compressive strength test was conducted to evaluate the strength development of concrete containing various
E-waste and M-sand contents at the age of 7, 14, 28 days respectively. Cylindrical and beam specimens were
also cast for finding the split tensile strength and flexural strength of specimens on 7, 14, 28 days for each mix
specification following the standard test procedures.

Mix specification Control mix Al A2 A3 A4 A5
Proportion of E-waste+ M Sand 0% 4%+20% | 8%+40%| 12%+60% | 16%+80%| 20%+100%
7 Days 18.5 18.6 21.0 12.0 12.2 12.3
14 Days 24.37 25.26 27.97 19.35 20.03 20.71
28 Days 39.89 37.54 39.89 38.34 38.76 39.05
Table-3: Compressive strength test results in N/mmz2

Mix Contr| Al A A3 Ad AS

specificat| ol mi

o

Proportion | 0% | 4+20|8+40| 12+6|16+80| 20+

of E-wast %o %o %o %o 100%%

+ M Sand

7Days | 1.84| 1.67| 1.73| 1.24 | 0.76 | 1.08

14 Davs 1.92) 1.84| 1.89[ 1.51 1.03 1.33

28 Days | 2.26| 1.99| 2.18| 1.78 | 1.35 1.57
Table-4: Tensile strength test results in N/mm?

M= Con
specifica trol A3 A
tion mix Al A2 AL
Proporti
on of E- %% 8% 12% 16% 20
waste + 0%a +2 +4 +50 +80 o+
M Sand 0% 0% %o %o 10
0%
7 Davs 1.25 1.2: 1.0 0.5 0.25 0.5
14 Days 6.2 6.5 6.0 5.5 5.25 5.75
5
28 Davys 8.5 Q.2 Q.0 8.5 8.25 8.5

Table-5: Flexural strength test results in N/mm?
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Figure :3 Flexural strength test result
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5. EXPERIMENTAL DETAILS FOR FIBER OPTIC SENSOR A SET OF THREE REINFORCED
CONCRETE BEAMS

of section 1000mm 200mm 150mm and reinforced with 4 numbers of 12mm diameter rod @ top and bottom

and 8mm diameter rod @ 75mm c/c distributors were casted. Prior to pouring in concrete in to form fiber optic

sensor was pasted at mid span on of the bottom reinforcing bars. Concrete control cubes were tested in

replacement materials and also casted to measure the concrete strength. Beams and cubes were casted in M40

mix and the beam was reinforced with Fe415 grade steel. The w/c ratio was adopted as 0.48.

4
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5.1 Circuits Used

Circuit used in the study basically comprises of transmitter unit and receiving unit. The transmitter unit consists
of a light emitting diode while the receiving unit consists of a photo-diode. The various disturbances, which
may be present in the supply, are suppressed in this circuit. The final output voltage is monitored on an
oscilloscope.

5.2 Optical Fiber Used

In the present experimental study multimode step index plastic fiber of 1mm diameter has been used. Although
glass fibers are more precise than plastic fibers for receiving and transmitting light signal, but these are highly
brittle and cannot be imbedded inside the concrete.

5.3 Sensing Technique Employed

The sensing technique in this study is simply to cleave the end of optical fiber and placing them into a capillary
tube. A very small air-gap is provided between the two cleaved ends of the optical fiber in the capillary tube.
Due to extended disturbance the air-gap in the tube is either shortened or widened resulting in corresponding
gain or loss of light intensity passing through the optical fiber. The fiber optic sensing devices comprises of a
light source for injecting a signal into the sensor fiber, a light detector for receiving the signal after the light has
been modulated by the optical fiber sensor and an electronic system for processing the detected light into useful
electrical quantity.

&0

50 h

= 40 f
= : ) BEAM3
— 30 -—ja-a.
f == pEAN 2
st LA L
10
o
0 5
Deflectdon in mm
Fig:4 L.oad vs Deflection
60
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_re /
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7. RESULTS AND DISCUSSIONS

Concrete mixes revealed an increase of up to 39.89 N/mm2 in compressive strength, 2.30 N/mmz2 in split tensile
strength and 9.25 N/mmz2 in flexural strength as a result of replacement of E-waste and manufactured sand up to
8 % and 40 % as seen in Table 1,2,3 and Fig. 1,2,3 respectively. Load verses deflection curves for test beam 1,
beam 2 and beam 3 respectively (Fig 4). Load verses attenuation (change in intensity of light) curves for test
beam 1, beam 2 and beam 3 respectively (Fig 5). Deflection verses attenuation curves for test beam 1, beam 2
and beam 3 respectively (Fig 6). The attenuations were measured on optical fiber sensors provided in the test
beams at the level of steel at mid span while the deflection was measured by dial gauge at mid span. As seen in
Fig 4, load vs. deflection relation is always linear up to a load of 30 KN and the rate of change of deflection is
small whereas beyond this value of the load, the deflection increases post cracking range. The same pattern is
observed in the load vs. attenuation curve (Fig 5). Initially the variation is almost linear up to a load of 30 KN
after which intensity losses are higher for the same increment of load. During the experiment found that at a
load of about 35 KN cracks appear on the beam surface but formation (invisible) in the beam. The
characteristics of optical fiber sensor can be used as a crack detection tool.before that there is a considerable
loss in the intensity of light, which may be due to crack.
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ABSTRACT

Corporate Social Responsibility (CSR) is a company’s commitment to operate in an economically, socially and
environmentally sustainable manner that is transparent and ethical, while at the same time addressing the
expectations of all stakeholders. Across the globe, the concept of Corporate Social Responsibility has been
accepted as an element for success and survival of business along with fulfilling social objectives. CSR, which
has largely been voluntary contribution by Indian Corporates, has now been made mandatory under the
Companies Act, 2013. Applicability of mandatory CSR, activities which may be considered as eligible CSR
spend, mode of conducting CSR activities and the format of CSR reporting is specified in the Act. New CSR
provisions, which are made effective from 1% April 2014, put formal and greater responsibility on companies to
set out clear framework and process to ensure strict compliance. The present study is an attempt to analyse CSR
spending and reporting practices of two leading public sector oil companies in India - Hindustan Petroleum
Corporation Limited (HPCL) and Indian Oil Corporation Limited (IOCL). The study aims to examine sector
wise CSR initiatives taken by HPCL and IOCL during last three years i.e. 2014-15, 2015-16 and 2016-17.

Keywords: Companies Act, 2013, Corporate Social Responsibility, HPCL, IOCL, Ministry of Corporate Affairs

1. INTRODUCTION

Stakeholders today are redefining the role of corporates taking into account the corporates’ broader
responsibility towards society and environment, beyond economic performance, and are evaluating whether
they are conducting their role in an ethical and socially responsible manner. Corporate Social Responsibility
(CSR) is a company’s commitment to operate in an economically, socially and environmentally sustainable
manner that is transparent and ethical, while at the same time addressing the expectations of all stakeholders. It
is recognized world over that integrating social, environmental and ethical responsibilities into the governance
of businesses ensures long term success, competitiveness and sustainability.

The Concept of CSR in India is not new, the term may be. In India companies are practicing the Corporate
Social Responsibility (CSR) for decades. CSR in India has evolved through different phases like community
engagement, socially responsible production and socially responsible employee relations. An insight into the
history of CSR reveals that till 1990s it was solely dominated by the idea of philanthropy. However, over the
last few years, the concept of CSR has been changing. CSR, which has largely been voluntary contribution by
Indian Corporates, has now been made mandatory under the Companies Act, 2013. As per Section 135 of the
Companies Act, 2013 every company having Net Worth of Rs.500 crore or more, or Turnover of Rs.1000 crore
or more, or Net profit of Rs.5 crore or more during any financial year will have to spent 2% of average net
profit of past three years for specified CSR activities. Activities which may be considered as eligible CSR
spend, mode of conducting CSR Activities and the format of CSR reporting is specified in the Act.

2. OBJECTIVES OF STUDY
» To analyse CSR spending and reporting practices of two leading public sector oil companies in India -
Hindustan Petroleum Corporation Limited (HPCL) and Indian Oil Corporation Limited (IOCL).

» To examine sector wise CSR initiatives taken by HPCL and IOCL during the period of study.
» To make comparative analysis of sector-wise CSR spending of HPCL and IOCL during the period of study.

3. RESEARCH METHODOLOGY

3.1 Sources of Data

The present study is based on secondary data. Data is collected mainly from the published Annual Reports of
HPCL and IOCL and from the website of Ministry of Corporate Affairs.

3.2 Period of Study

Mandatory CSR provisions as per the Companies Act, 2013 has been made effective from financial year
2014-15. Considering this the present study is carried out to examine the CSR spending and reporting practices
of HPCL and IOCL for last three Financial Years i.e. from 2014-15 to 2016-17.
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4. DATA ANALYSIS AND INTERPRETATION

4.1 Hindustan Petroleum Corporation Limited (HPCL)
Table-1: CSR Expenditure of HPCL

Year Mandatory CSR Actual CSR Expenditure Unspent Amt. Unspent Amt.
Amount Rs. | % of Amount Rs. % of brought forward | carry forward
(InCrores) | PAT* (In Crores) PAT* | from previous year | to nextyear

2014-15 34.03 2% 34.07 2% 0 0
2015-16 53.92 2% 71.76 2.66% 0 0
2016-17 82.9 2% 108.11 2.61% 0 0
Source: Annual Reports of HPCL, www.hpcl.com
* As a % of Average Net Profit of last three years.
Table-2: Sector-wise CSR Expenditure of HPCL (Rs. in Crores)
Sectors\ Years 2014-15 | 2015-16 2016-17
Environmental Sustainability 0 17.87 16.58
Skill Development 2.80 5.18 11.48
Education 19.69 16 27.24
Health Care 9 11.64 11.76
Sports 0.85 0.68 0.99
Sanitation (Swachh Bharat Abhiyaan) 0 15.82 10.15
Empowerment of Socially & Economically Backward Groups 1.44 4.37 491
Others 0.29 0.2 25
Total 34.07 71.76 108.11

Source: Annual Reports of HPCL, www.hpcl.com

2014-15

BEmpowerment of Socially and Economically Backward Groups

BEnhancing Vocational Skills

Promotion of Education
Promotion of Health Care

WPromotion of Paralvmpic Sports

Graph-1: Sector-wise CSR Expenditure as a % of Total CSR Expenditure of HPCL for the year 2014-15
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Graph-2: Sector-wise CSR Expenditure as a % of Total CSR Expenditure of HPCL the year 2015-16
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Graph-3: Sector-wise CSR Expenditure as a % of Total CSR Expenditure of HPCL for the year 2016-17
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Interpretation: During all 3 years of study i.e. 2014-15, 2015-16 and 2016-17, HPCL has spent more than the
prescribed mandatory amount of CSR i.e. more than 2% of average net profit of last three years. During 2015-
16 and 2016-17, actual CSR spent is around 130% of mandatory CSR. Thus, HPCL stays committed to its CSR
and intends to continuously increase the impact of its CSR initiatives. In 2014-15, the company spent major of
its CSR funds in the field of education (58%). The company did not spend any funds towards environmental
sustainability and sanitation or cleanliness programs. In 2015-16, the company started focusing on CSR
activities relating to environmental sustainability and spent highest CSR funds (25%) for this, followed by
education (22%) and sanitation (22%). In 2016-17, promotion of education (25%) and environmental
sustainability (15%) continued to remain as the major thrust areas for CSR. However, the actual CSR spent for
environmental sustainability has declined as compare to year 2015-16.

4.2 Indian Qil Corporation Limited (IOCL)
Table-3: CSR Expenditure of IOCL (Rs. in Crores)

Year Mandatory CSR Actual CSR Expenditure Unspent Amt. Unspent Amt.
AmountRs. | % of | Amount Rs. % of brought forward | carry forward
(In Crores) PAT* (|n Crores) PAT* from previous year to next year
2014-15 112.95 2% 113.79 2.01% 20.45 19.61
2015-16 141.50 2% 156.68 2.20% 19.61 4.43
2016-17 212.67 2% 213.99 2.01% 4.43 3.11

Source: Annual Reports of IOCL, www.iocl.com
* As a % of Average Net Profit of last three years.

Table-4: Sector-wise CSR Expenditure of IOCL (Rs. in Crores)

Sectors \ Years 2014-15 2015-16 2016-17

Environmental Sustainability 29.48 40.57 45.34

Skill Development 7.59* 7.33 8.37

Education 7.59* 15.09 79.36

Health Care 48.43 12.81 12.21

Sports 0.49 0.56 1.39

Sanitation 7.67 44.87 2.15

Arts & Culture 0 0 22.92

All Sectors (New Projects near Units across India 12.54 35.45 42.25

for various activities in all sectors combined)**

Total 113.79 156.68 213.99

Source: Annual Reports of IOCL, www.iocl.com
*  As per Annual Report, total Expense for Education/Sanitation is 15.18, so average is taken as 7.59.

** In Annual Report it is given in total, sector-wise CSR amount is not specified.

2014-15

B Environmental Sustainability
 Skill Development
Sanitation
Education
W Health Care
B Arts& Culture
B Sports
B All Sectors {New Projectsnear Units)

Graph-4: Sector-wise CSR Expenditure as a % of Total CSR Expenditure of IOCL for the year 2014-15




International Journal of Advance and Innovative Research
Volume 6, Issue 1 (V): January - March, 2019

ISSN 2394 - 7780

2015-16

B Environmental Sustainability

Skill Development
Sanitation
B Education
B Health Care
BArts & Culture
mSports

BAll Sectors (New Projectsnear Units)

2016-17

W Environmental Sustainability

Skill Development
Sanitation
M Education
M Health Care
BArts& Culture
B Sports

mAll Sectors (New Projects near Units)

Graph-6: Sector-wise CSR Expenditure as a % of Total CSR Expenditure of IOCL for the year 2016-17

Interpretation: During all 3 years of study i.e. 2014-15, 2015-16 and 2016-17, IOCL has complied with the
CSR provisions of Companies Act, 2013 and has spent more than the prescribed mandatory amount of CSR i.e.
more than 2% of average net profit of last three years. On 1% April 2014 the brought forward unspent CSR
amount was Rs.20.45 crore, which company has spent over the years, however Rs.3.11 crore remained unspent
on 31% March 2017. In 2014-15, out of total CSR funds 42% was spent for activities relating to Health care and
26% was spent for environmental sustainability. In 2015-16, the key CSR spending areas were sanitation (29%),
environmental sustainability (26%) and education (22%). In 2016-17, promotion of education (37%) and
environmental sustainability (21%) continued to remain as the major thrust areas for CSR.

4.3 Comparison of CSR Practices of HPCL and 10CL
Table-5: Actual CSR Expenditure of last 3 Years (2014-15 to 2016-17)

HPCL 1I0CL
Year Rs. (in Crores) % of PAT* Rs. (in Crores) % of PAT*
2014-15 34.07 2% 113.79 2.01%
2015-16 71.76 2.66% 156.68 2.20%
2016-17 108.11 2.61% 213.99 2.01%

* As a % of Average Net Profit of last three years.

Table-6: Sector-wise Total CSR Expenditure of last 3 Years (2014-15 to 2016-17)
(Rs. in Crores)

Sectors Total CSR Expenditure of last 3 Years
HPCL 1I0CL
Environmental Sustainability 34.45 115.39
Skill Development 19.46 23.29
Education 62.93 102.04
Health Care 324 73.45
Sports 2.52 2.44
Sanitation (Swachh Bharat Abhiyaan) 25.97 54.69
Empowerment of Socially & Economically Backward Groups 10.72 0
Art & Culture 0 22.92
Others 25.49 90.24
Total 213.94 484.46
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Graph-7: Sector-wise Total CSR Expenditure of last 3 Years (in %) of HPCL
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Graph-8: Sector-wise Total CSR Expenditure of last 3 Years (in %) of IOCL

FINDINGS AND CONCLUSION

The actual CSR spent of both HPCL and IOCL during all 3 years of study was more than the prescribed
mandatory amount of CSR. During 2015-16 and 2016-17, actual CSR spent of HPCL is around 130% of
mandatory CSR. Thus, HPCL stays committed to its CSR and intends to continuously increase the impact of its
CSR initiatives. To ensure compliance with mandatory CSR generally every year I0OCL spends 100% of
mandatory CSR but not more than that, only in 2015-16 IOCL spent more i.e. around 110% of mandatory CSR.

Promotion of education and environmental sustainability are the key CSR areas for both HPCL and IOCL.
Every year HPCL spends around 25% of its total CSR funds towards promoting education through various
projects like "Unnati" - for computer awareness, “Nanhi Kali” - for girl child, “ADAPT” - for children with
special needs and “Akshaya Patra” - for providing mid-day meals in Government schools. The major CSR
activities and projects of IOCL includes Swachh Bharat Abhiyaan, Swachh Vidyalaya Abhiyaan, Sarve Santu
Niramaya, Indian Oil Multi-Skill Development Institute, Indian Oil Academic as well as sports Scholarship
Scheme.

In 2015-16, both HPCL and IOCL have spent the significant amount for sanitation as a response to the Swachh
Bharat Abhiyaan launched by Prime Minister Shri Narendra Modi. In recent years, due to increased global
warming and environment degradation, environment protection has assumed utmost priority at the national as
well as international level. As a concern to environment protection, both HPCL and IOCL are spending major of
its CSR funds towards environmental sustainability activities and projects. However, CSR spent for
environmental sustainability is showing declining trend in HPCL, while it is showing increasing trend in IOCL.
The detail analysis of CSR Reports reveals that HPCL majorly do CSR through the implementing agencies who
on its behalf perform the tasks, while IOCL has its own projects like Indian Oil Muskaan, Indian Oil Multi-Skill
Development Institute, Indian Qil Academic as well as Sports Scholarship etc. IOCL also do CSR via
implementing agencies for some of the activities. During the period of study both the HPCL and IOCL have not
contributed anything in the field of sustainable livelihood generation, empowerment of women & backward
classes along with rural transformation. Hence, companies should focus on contributing to these sectors also.
Companies should determine a strong and innovative CSR strategy which can deliver high performance in
ethical, environmental and social areas and meet all the stakeholders’ objectives.

REFERENCES
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2. www.hpcl.com
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ABSTRACT

In cloud computing must provide the security guarantees for the sharing data files because they are outsourced.
In cloud provide privacy-preserving is the challenging issue for the frequent change of the membership in the
cloud, especially for an untrusted cloud due to the collusion attack. In the proposed scheme, firstly distribute a
key without any communication channel and distribute the keys securely, the users can securely obtain their
private keys from group manager. Secondly, achieve fine-grained access control, the specified or registered
user can only use the source of the cloud and revoked user cannot access any files in the cloud. Thirdly, protect
the data sharing from collusion attack, the revoked users cannot get the original data file. Finally, the proposed
scheme can achieve fine efficiency, which means previous users need not to update their private keys for the
situation either a new user joins in the group or a user is revoked from the group.

Keywords: Cloud Computing, DES, Data Storage, Virtual machines

1. INTRODUCTION

Cloud computing is the use of computing resources (hardware and software) that are delivered as a service
over a network (typically the Internet). The name comes from the common use of a cloud-shaped symbol as an
abstraction for the complex infrastructure it contains in system diagrams. Cloud computing consists of hardware
and software resources made available on the internet as managed third-party services. These services typically
provide access to advanced software applications and high-end networks of server computers.

The goal of cloud computing is to apply traditional supercomputing, or high-performance computing power,
normally used by military and research facilities, to perform tens of trillions of computations per second, in
consumer-oriented applications such as financial portfolios, to deliver personalized information, to provide
data storage or to power large, immersive computer games.

The cloud computing uses networks of large groups of servers typically running low-cost consumer PC
technology with specialized connections to spread data-processing chores across them. This
shared IT infrastructure contains large pools of systems that are linked together. Often, virtualization
techniques are used to maximize the power of cloud computing.

CLOUD computing is recognized as an alternative to traditional information technology due to its intrinsic
resource-sharing and low-maintenance characteristics. In cloud computing, the cloud service providers (CSPs),
such as Amazon, are able to deliver various services to cloud users with the help of powerful datacenters. By
migrating the local data management systems into cloud servers, users can enjoy high-quality services and save
significant investments on their local infrastructures. One of the most fundamental services offered by cloud
providers is data storage. Let us consider a practical data application. A company allows its staffs in the same
group or department to store and share files in the cloud. By utilizing the cloud, the staffs can be completely
released from the troublesome local data storage and maintenance. However, it also poses a significant risk to
the confidentiality of those stored files. Specifically, the cloud servers managed by cloud providers are not fully
trusted by users while the data files stored in the cloud may be sensitive and confidential, such as business
plans. To preserve data privacy, a basic solution is to encrypt data files, and then upload the encrypted data into
the cloud . Unfortunately, designing an efficient and secure data sharing scheme for groups in the cloud is not
an easy task due to the following challenging issues.

First, identity privacy is one of the most significant obstacles for the wide deployment of cloud computing.
Without the guarantee of identity privacy, users may be unwilling to join in cloud computing systems because
their real identities could be easily disclosed to cloud providers and attackers. On the other hand, unconditional
identity privacy may incur the abuse of privacy. For example, a misbehaved staff can deceive others in the
company by sharing false files without being traceable. Therefore, traceability, which enables the group
manager (e.g., a company manager) to reveal the real identity of a user, is also highly desirable. Second, it is
highly recommended that any member in a group should be able to fully enjoy the data storing and sharing
services provided by the cloud, which is defined as the multiple-owner manner. Compared with the single-
owner manner, where only the group manager can store and modify data in the cloud, the multiple-owner
manner is more flexible in practical applications. More concretely, each user in the group is able to not only
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read data, but also modify his/her part of data in the entire data file shared by the company. Last but not least,
groups are normally dynamic in practice, e.g., new staff participation and current employee revocation in a
company. The changes of membership make secure data sharing extremely difficult. On one hand, the
anonymous system challenges new granted users to learn the content of data files stored before their
participation, because it is impossible for new granted users to contact with anonymous data owners, and obtain
the corresponding decryption keys. On the other hand, an efficient membership revocation mechanism without
updating the secret keys of the remaining users is also desired to minimize the complexity of key management.

2. LITERATURE SURVEY

Zhongma Zhu and Rui Jiang (2016) proposed a cryptographic storage system that enables secure data sharing
on untrustworthy servers based on the techniques that dividing files into file groups and encrypting each file
group with a file-block key. Yu et al (2010) exploited and combined techniques of key policy attribute-based
encryption, proxy re-encryption and lazy re-encryption to achieve fine-grained data access control without
disclosing data contents

B. Wang, with B. Li, and H. Li (2012) proposed cloud data services, it is common place for data to be not only
stored in the cloud, but also shared across multiple users. Unfortunately, the integrity of cloud data is subject to
skepticism due to the existence of hardware/software failures and human errors. Several mechanisms have been
designed to allow both data owners and public verifiers to efficiently audit cloud data integrity without
receiving the entire data from the cloud server.

K. Ren, C. Wang, and Q. Wang (2010) first discuss a number of pressing security challenges in cloud
computing, including data service outsourcing security and secure computation outsourcing. Then they focused
on data storage security in cloud computing. As one of the primitive services, cloud storage allows data owners
to outsource to cloud for its appealing benefits. However, the fact that owners no longer have physical
possession of the outsourced data raises big security concerns on the storage correctness. Hence, enabling
secure storage auditing in the cloud environment with new approaches becomes imperative and challenging.

Shucheng Yu, Cong Wang, Kui Ren, and Wenjing Lou (2010) proposed a scheme to achieve this goal by
exploiting KPABE and uniquely combining it with techniques of proxy re-encryption and lazy re-encryption.
Moreover, the proposed scheme can enable the data owner to delegate most of computation overhead to
powerful cloud servers. Confidentiality of user access privilege and user secret key accountability can be
achieved.

Zhongma Zhu, Zemin Jiang, Rui Jiang (2007) proposed a secure multi owner data sharing scheme, named
Mona, for dynamic in the cloud. By leveraging group signature and dynamic broadcast encryption techniques,
any cloud user can anonymously share data with others. Meanwhile, the storage overhead and encryption
computation cost of the scheme are independent with the number of revoked users.

M. Kallahalla (2003) proposed a plutus is a cryptographic storage system that enables secure file sharing
without placing much trust on the file servers. In particular, it makes novel use of cryptographic primitives to
protect and share files. Plutus features highly scalable key management while allowing individual users to retain
direct control over who gets access to their files.

G. Ateniese and K. Fu (2005) proposed an application called atomic proxy re-encryption, in which a semi
trusted proxy converts a ciphertext for Alice into a ciphertext for Bob without seeing the underlying plaintext.
They predicted that fast and secure re-encryption will become increasingly popular as a method for managing
encrypted file systems. Although efficiently computable, the wide-spread adoption of BBS re-encryption has
been hindered by considerable security risks. Following recent work of Dodis and Ivan, They presented new re-
encryption schemes that realize a stronger notion of security and demonstrate the usefulness of proxy re-
encryption as a method of adding access control to a secure file system. Performance measurements of our
experimental file system demonstrate that proxy re-encryption can work effectively in practice.

R. Lu, X. Lin, X. Liang, and X. Shen (2010) proposed a secure provenance that records ownership and
process history of data objects is vital to the success of data forensics in cloud computing, yet it is still a
challenging issue today. The essential bread and butter of data forensics and post investigation in cloud
computing, the proposed scheme is characterized by providing the information confidentiality on sensitive
documents stored in cloud, anonymous authentication on user access, and provenance tracking on disputed
documents. With the provable security techniques, we formally demonstrate the proposed scheme is secure in
the standard model.
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B. Waters (2008) proposed a new methodology for realizing Ciphertext-Policy Attribute Encryption (CP-ABE)
under concrete and noninteractive cryptographic assumptions in the standard model. Produced solutions allow
any encryptor to specify access control in terms of any access formula over the attributes in the system. The
efficient system, ciphertext size, encryption, and decryption time scales linearly with the complexity of the
access formula. The only previous work to achieve these parameters was limited to a proof in the generic group
model.

3. SYSTEM ARCHITECTURE

The architecture of the system proposed in this paper is shown in Figure 1. It consists of six components hamely
Cloud Module, Group Manager Module, Group Member Module, File Security Module, Group Signature
Module and User Revocation Module. In this system, various intelligent agents have been used to validate the
access privileges of users and to perform effective decision making.

DATA ¢ DATA

FILE CLOUD FILE

™ < Wsar Registratan

I @ Group Leader 1 Group Leader 2
F
i "—_‘-"73_>. g -:u_—ﬁ.,?‘.\.‘
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Figure-1: System Architecture

In Cloud Module, We create a local Cloud and provide price abundant storage services. The users can upload
their data in the Cloud and the cloud storage can be made secure. Group Manager Module consists of three
components hamely System Parameters module, User Registration and User Revocation.

Group Member Module consists of two components namely Store the private data into cloud server and Share
them with others in the group. File Security Module consists of two components namely Encrypting the data file
and File stored in the cloud can be deleted by either group manager or data owner. Group Signature Module
used to group signature scheme allows any member of the group to sign messages while keeping the identity
secret from verifiers. Besides, the designated group manager can reveal the identity of the signature’s originator
when a dispute occurs, which is denoted as traceability. User Revocation Module is User revocation is
performed by the group manager via a public available revocation list(RL), based on which group members can
encrypt their data files and ensure the confidentiality against the revoked users.

4. PROPOSE TEMPORAL CHAINING TRIPLE DES ALGORITHM

In this work, a new algorithm called Temporal Chaining Triple DES Algorithm (TCTDESA) has been proposed
for improving the performance. This algorithm has been implemented to assign and manipulate roles
periodically by considering temporal constraints in order to enhance the security. The proposed Temporal
Chaining Triple DES Algorithm consists of three phases namely Temporal Chaining Triple DES Constraint
Checking with Aggregate phase, Temporal Chaining Triple DES Constraints Checking without Aggregate
phase and Intelligent Leader Polling Algorithm phase which performs access control based on temporal
constraints.

Triple standard encryption standard algorithm are repeats basic DES three times using either 2 or 3 unique
Keys, 168 bit key length and uses 64 bit block size.

ENCRYPTION
Step 1: Encrypt the plain text blocks using single DES with key k1

Step 2: Now decrypt the output of step 1 using single DES with key k2
Step 3: Finally encrypt the output of step 2 using single DES eith key k3
Step 4: The output is the cipher text

14




International Journal of Advance and Innovative Research
Volume 6, Issue 1 (V): January - March, 2019

ISSN 2394 - 7780

DECRYPTION
Step 1: Decrypt the cipher text using single DES with key k3

Step 2: Encrypt the output of step 1 using single DES with key k2
Step 3: Decrypt the output of step 2 using single DES with key k1
Step 4: The output is the plain text

LEADER POLLING ALGORITHM

The Leader polling Algorithm is a method for dynamically electing a group owner by using the unique
member ID number is selected as the group leader. When a group member G determines that the current owner
is down because of message timeouts or failure of the coordinator it performs the following sequence of action.

Steps
1. G sends an election message (inquiry) to all other members with higher member Ids, expecting an “I am
alive” response from them if they are alive.

2. If G doesn’t receive any reply from the member with the higher member ID than it, It wins the election and
broadcasts victory.

3. If G receives a message from the member with a higher ID, G waits a certain amount of time for any process
with a higher 1D to broadcast itself as the leader. If it does not receive this message in time .1t re-broadcasts the
election message.

4. If G gets an election message (inquiry) from another process with a lower ID it sends an “I am alive”
message back and starts new elections.

5. PERFORMANCE ANALYSIS

This work has been implemented in a private cloud called Eucalyptus cloud. For this purpose, web based the
RSA-based instantiations as well as the protocols have been implemented in Java and Linux. The experiments
were conducted using an Intel 15 processor running at 2.4 GHz, 4 GB RAM, and a 7200 RPM Western Digital
350 GB Serial ATA drive with an 8 MB buffer. In this work, data auditing process was carried out in order to
evaluate the performance of the system. For analysing the CPU, main memory and disk usage at user and cloud
service provider sides, the simulation software “Eucalyptus” has been installed in Linux operating system.
Moreover, two cluster-level components are deployed at the head-node of one cluster. Finally, every node with
a Hypervisor was used with a Node Controller (NC) for controlling the Hypervisor.

The results obtained from the experiments are explained using tables in this paper. Table 1 shows the
comparison on the number of requests denied by Temporal Chaining Triple DES Algorithm (TCTDESA) with
Constraints with five experiments and with different number of request. The requests included genuine and
malicious user request with a proportion of 13:2.

Table-1: Number of user requests denied access by Temporal Chaining Triple DES Algorithm

No. of User | No. of requests denied by Temporal No. of requests denied by Temporal

Ex. No | Request Chaining Triple DES Algorithm Chaining Triple DES Algorithm

Tried (TCTDESA) with Constraints (TCTDESA) without Constraints
Ex1 1500 28 48
Ex2 2500 57 77
Ex3 3500 135 168
Ex4 4500 145 182
Ex5 5500 193 252

From Table 1, it can be observed that the proposed Temporal Chaining Triple DES Algorithm (TCTDESA)
with constraints model performs better when compared without constraints model in restricting the users and
provides more than 95% detection and prevention accuracy. This is due to the use of intelligent agents and
effective key sharing techniques that is proposed and used in this model.

Figure 2 shows the number of authorized users who were permitted by the Temporal Chaining Triple DES
Algorithm (TCTDESA) model. From this figure, it is observed that the access permission of Temporal Chaining
Triple DES Algorithm (TCTDESA) with constraint is lower than Temporal Chaining Triple DES Algorithm
(TCTDESA) without constraints. Moreover, 5% of less users were denied access in comparison with the
existing system and hence the security is enhanced. This is due to the fact that temporal constraints are used
effectively to check the abnormal users.
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Figure-2: The number of data centers security level.

Table 2 shows the number of user requests and requests for access denied by the Temporal Chaining Triple
DES Algorithm (TCTDESA) model after checking the identity and temporal power constraints.

Table-2: The number of user request access by Temporal Chaining Triple DES Algorithm (TCTDESA)

Ex No No. of User No. of requests denied | No. of requests denied _by Temporal Chaining
' Request Tried by DES Algorithm Triple DES Algorithm (TCTDESA)
Ex1 1500 82 105
Ex2 2500 105 142
Ex3 3500 178 242
Ex4 4500 185 305
Ex5 5500 315 410

Table 3 shows the comparison on the number of user upload data by Temporal Chaining Triple DES Algorithm
(TCTDESA) with constraints and Temporal Chaining Triple DES Algorithm (TCTDESA) without constraint
with five experiments and with different number of request.

Table-3: Data upload by Temporal Chaining Triple DES Algorithm (TCTDESA)

No. of User No. _of_data u_pload by Temp_oral No. c_Jf _data u_pload by Temporal
Ex. No Ll'ried Chaining Triple DES Algorithm Chaining Triple DES Algor_lthm
(TCTDESA) without Constraints (TCTDESA) with Constraints

Ex1 3500 2015 2565
Ex2 5500 4125 4563
Ex3 7500 6582 6985
Ex4 9500 8526 8956
Ex5 11500 10125 10985

From Table 3, it can be observed that the proposed Temporal Chaining Triple DES Algorithm (TCTDESA)
with constraints model performs better when compared with Temporal Chaining Triple DES Algorithm
(TCTDESA) without constraints model in upload data to the server and provides more than 95% detection and
prevention accuracy. This is due to the use of intelligent agents and effective key sharing techniques that is
proposed and used in this model.

Figure 3 shows the number of user requests permitted by traditional Temporal Chaining Triple DES Algorithm
(TCTDESA) with constraints Model and intelligent agent based Temporal Chaining Triple DES Algorithm
(TCTDESA) without constraints Model when the request is sent during time interval (t;, t;). From the
implementation carried out in this model, it is observed that there is a difference of 8.5% users who were denied
access in comparison with the Temporal Chaining Triple DES Algorithm (TCTDESA) model.

The experiments conducted in this work show that it takes 1079 ms to create 15 roles, 945 ms to include 8 edges
and 812 ms to grant 15 permissions for each of the 15 roles, and 4538 ms to assign 70 users to each role. The
time taken for each of the simple operations is between 75 to 150 ms.
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Figure-3: The number of users permitted during time interval (ty, t,).

Figure 4 shows the time taken to assign 75 users with 25 roles. From the graph, it can be observed that the time
taken to process the Temporal Chaining Triple DES Algorithm (TCTDESA) with role based access control and
Temporal Chaining Triple DES Algorithm (TCTDESA) without access control are both proportional to the size
of the database. However, the time taken to process the constraints in Temporal Chaining Triple DES Algorithm

(TCTDESA) with access control is less when it is compared with Temporal Chaining Triple DES Algorithm
(TCTDESA) without access control.
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Figure-4: User role assignment
Figure 5 shows the memory analysis by the Temporal Chaining Triple DES Algorithm (TCTDESA) model.
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Figure-5: Memory Analysis
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